Guerilla Security

Read Guerilla Security and answer the following questions:

Questions:

1. What is wrong with policies suffering from administrative inertia?
2. Why is it called guerilla security?
3. What percentage of infosecurity attacks come from 'outside' an organisation?
4. What is one 'economic' goal of infosecurity?
5. What is Compartmentalization?
6. What are some things that are constantly changing in an infosystem?
7. What percentage of internet connected organisation can expect to be victims of a cyberviolation?
8. What are the costs of being hacked?
9. What is the 'popular' definition of a hacker?
10. What is one of the best way to turn the tables on a hacker?
11. How may a hacker cause a Denial of Service attack?
12. Summarise the types of attacks classified as "unauthorized access attacks"
13. Summarise the types of attacks classified as "information security attacks"
14. What are the different ways a hacker can use parasitic software?
15. What is a security policy and what are the 'Laws of Security Policy'
16. What characterises the RAPID methodology?
17. What is meant by "Decide what level of risk is acceptable for each asset"?